Autumn semester of 2024/2025 academic year

Course Schedule, group M23-505
MONDAY

16:15 —17:50

71| LEC || Opt | Attestation, certification, licensing and protection of personal data @ 0T
4 Opt | Attestation, certification, licensing and protection of personal data @ 40T

17:55 —21:10

[ @ Elect | Communication channels protection (2024-09-02 — 2024-10-07) @ A0T
[ | Information security in electronic document management systems
(2024-09-02 — 2024-10-07) @ A0OT

[ Communication channels protection (2024-10-14 — 2024-11-04) @ 0T
| Information security in electronic document management systems
(2024-10-14 — 2024-11-04) 9 A0T

[ Communication channels protection (2024-11-11 — 2024-12-02) @ 0T

| Information security in electronic document management systems

(2024-11-11 — 2024-12-02) @ 0T

TUESDAY

08:30 — 10:05

m | LEC|| Opt | Military Training (2024-09-03 — 2024-12-17) 9 dep.20

10:15 —17:00

m | SEM || Opt | Military Training (2024-09-03 — 2024-12-17) © dep.20

WEDNESDAY

14:30 — 16:05

ﬂ‘ Practical Training (Research Work) @ [OT

16:15 — 17:50

LEC \Artiﬁcial intelligence in information security @ 0T

17:55 —19:30

SEM | Artificial intelligence in information security @ AOT
LAB | Artificial intelligence in information security @ JO0T

19:35 — 22:00

LEC lM Fundamentals of civil law and civil procedure (2024-09-04 — 2024-10-23) @ A0T
LEC \ Elect \ Pentesting technologies, attacks and vulnerabilities (2024-09-04 — 2024-10-23) @ 10T
[ Fundamentals of civil law and civil procedure (2024-10-30 — 2024-11-13) @ OT
[ Pentesting technologies, attacks and vulnerabilities (2024-10-30 — 2024-11-13) @ 10T
[ Fundamentals of civil law and civil procedure (2024-11-20 — 2024-12-04) ¢ 10T
u w m Pentesting technologies, attacks and vulnerabilities (2024-11-20 — 2024-12-04) @ 10T

H BN NE BN

THURSDAY

16:15 — 17:50

m| LEC |Forensics @ 10T

17:55—19:30

m|LAB |Forensics 9 10T

19:35 — 21:10

? | LEC |Social engineering @ AOT
4| SEM | Social engineering 9 40T

FRIDAY

14:30 — 16:05

7= Epishkina AV. @ 10T

16:15 —17:50

(4 l@“% Ensuring information security of automated process control systems and protection of critical
information infrastructure @ 1OT
4 Ensuring information security of automated process control systems and protection of critical
information infrastructure @ 1OT

18:45 — 22:00

[ @ lM Analytical information protection systems (2024-09-06 — 2024-10-11) @ 40T
= Computer attacks protection (2024-09-06 — 2024-10-11) 9 10T
H| SEM l@[ Analytical information protection systems (2024-10-18 — 2024-11-08) @ 40T
m| SEM \ EIect\Computer attacks protection (2024-10-18 — 2024-11-08) @ [10T
M| LAB || Elect|Analytical information protection systems (2024-11-15 — 2024-12-06) @ 10T
l\ LAB \ Elect | Computer attacks protection (2024-11-15 — 2024-12-06) @ 40T

SATURDAY

10:15 —11:50

m|LEC \ Formalized models and methods for solving analytical problems @ 40T

11:55 —13:30

H| SEM \ Formalized models and methods for solving analytical problems @ 40T




14:30 — 17:50 W | LEC|| Elect |Radiotelecommunication networks and information security (2024-09-07 — 2024-10-12)
@ oot

] Economic Security (2024-09-07 — 2024-10-12) 9 Z10T

| Radiotelecommunication networks and information security (2024-10-19 — 2024-11-09)
@ not

m|SEM Economic Security (2024-10-19 — 2024-11-09) 9 10T

H|LAB Radiotelecommunication networks and information security (2024-11-16 — 2024-12-07)

@ not

M| LAB || Elect |Economic Security (2024-11-16 — 2024-12-07) 9 AOT




